GOVERNMENT OF INDIA
MINISTRY OF FINANCE
DEPARTMENT OF FINANCIAL SERVICES

LOK SABHA
UNSTARRED QUESTION NO. 2114
TO BE ANSWERED ON MONDAY, MARCH 8, 2021 / PHALGUNA 17, 1942 (SAKA))

DIGITAL PAYMENT GATEWAYS
2114, MS. PRATIMA BHOUMIK:

Will the Minister of FINANCE be pleased to state:

(a) whether it is a fact that all the online payments are done through the Payment
Gateways and if so, the details thereof and the number of online payment gateways
presently working in India;

{(b) whether the Government has received any complaint(s) against the payment
gateways for not doing the proper KYC of their clients and if so, the details thereof
and action taken by the Govemment in this regard so far:

(c) whether the Government is working on making the strict guidelines in case of online
fraud done through the online Payment Gateways for the return of fraud money and if
so, the details thereof and if not, the reasons therefor?

ANSWER
THE MINISTER OF STATE IN THE MINISTRY OF FINANCE

(SHRI ANURAG SINGH THAKUR)

(a) Other than Payment Gateways, online transactions are also done through the Real Time
Gross Settlement (RTGS), National Electronic Funds Transfer (NEFT) [which is a nation-wide
centralized payment system owned and operated by the Reserve Bank of India (RBI)] and intra-bank
fransfers through banks’ Core Banking Solution (CBS). RBI has issued “Guidelines on Regulation of
Payment Aggregators (PAs) and Payment Gateways (PGs)” on 17.03.2020 to regulate the activities
of online PAs while providing baseline technology-related recommendations to PGs. As per these
Guidelines, non-bank PAs require authorization from RBI under the Payment and Setflement
Systems Act, 2007 and PGs shall be considered as “technology providers’ or ‘outsourcing partners’ of
banks or non-banks, as the case may be. Existing PAs have been given time till 30.06.2021 to apply
for authorization. As on date, RBI's Department of Payment and Settlement Systems has not issued
- authorization to any entity to operate as a PA. Since issuance of the Guidelines, RBI has received 9
applications and currently 3 are under process. The other 6 applications have been returned by RBI
due to non-compliance with RB!'s requirements.

(b) RBF's aforementioned Guidelines dated 17.03.2020 provide that the Know Your Customer
(KYC) / Anti-Money Laundering (AML) / Combating Financing of Terrorism (CFT) guidelines issued
by RBI, in their “Master Direction ~ Know Your Customer (KYC) Directions” updated from time to
-time, apply mutatis mutandis to all PAs. In case a non-bank PA is maintaining an account-based
refationship with the merchant, the KYC guidelines of RBI are applicable to the non-bank PA also.
The provisions of the Prevention of Money Laundering Act, 2002 and Rules framed thereunder, as
amended from time to time, are also applicable. RBI has not informed of any complaint received by it
against PGs for not doing the proper KYC of their clients. :

(c) Instructions have also been issued by RB! with regard to security, fraud and risk management
under the aforementioned Guidelines dated 17.03.2020. These, inter alia, provide that PAs have to
put in place adequate information and data security infrastructure and systems for prevention and
detection of frauds, and a Board approved information security policy for the safety and security of
the payment systems operated by them to mitigate identified risks. Further, RBI has also issued a
circular No. DPSS.CO.PD.No. 1417/02.14.006/2018-19 dated 04.01.2019 limiting the liability of
customers in unauthorized electronic payment transactions in Prepaid Payment Instruments (PPIs)
issued by Authorised Non-banks, for which PP issuers have been given the necessary directions.
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