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UNSTARRED QUESTION NO. 8 

TO BE ANSWERED ON 07.12.2022 

 

THE DIGITAL PERSONAL DATA PROTECTION BILL 2022 

  

8.  SHRIMATI  SANGEETA  KUMARI  SINGH  DEO:  

DR.  JAYANTA  KUMAR  ROY: 

 

Will the Minister of Electronics and Information Technology be pleased to state: 

 

(a) whether the Government has formulated the draft ‘The Digital Personal Data Protection 

Bill, 2022’ and if so, the details thereof;  

 

(b) whether the bill proposes to set up a Data Protection Board and to impose penalties for 

data breaches; and  

 

(c) the steps being taken by the Government regarding protection of digital personal data and 

privacy in the country? 

 

ANSWER 

 

MINISTER OF STATE FOR ELECTRONICS AND INFORMATION TECHNOLOGY 

 (SHRI RAJEEV CHANDRASEKHAR) 

 

(a) to (c):  The Ministry of Electronics and Information Technology has prepared a draft Bill, 

titled the Digital Personal Data Protection Bill, 2022 and has invited feedback from the public 

as part of its public consultation exercise. The draft Bill sets out the rights and duties of the 

citizen (Digital Nagrik) and the obligations of the Data Fiduciary to use the collected data 

lawfully. As part of the compliance framework, it envisages the setting up of a Data 

Protection Board of India to determine non-compliance with the provisions of the draft Bill, 

impose penalty for such non-compliance, and perform such other functions as the Central 

Government may assign to it under the provisions of the draft Bill or any law. 

 

Currently, the Information Technology (Reasonable Security Practices and Procedures and 

Sensitive Personal Data or Information) Rules, 2011, made by the Central Government in 

exercise of its powers under the Information Technology Act, 2000, provide the security 

practices and procedures that a body corporate or any person collecting, receiving, 

possessing, storing, dealing or handling information on behalf of the body corporate is 

required to observe for protecting personal data of users. These practices and procedures 

include the requirements that such body corporate or person publish on the website a policy 

for privacy and disclosure of personal information, data or information, to use information 

collected for the purpose for which it has been collected, to keep it secure and to obtain prior 

permission of the information provider for disclosing personal data.  
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